Email Policy

<table>
<thead>
<tr>
<th>Responsible Officer:</th>
<th>Chief Information Officer</th>
</tr>
</thead>
<tbody>
<tr>
<td>Last Updated:</td>
<td>February 2015</td>
</tr>
<tr>
<td>Date of Review:</td>
<td>April 2017</td>
</tr>
<tr>
<td>Audience/Application:</td>
<td>Staff</td>
</tr>
<tr>
<td>Related Documents</td>
<td>– Acceptable Use of Information Technology (C-22)</td>
</tr>
<tr>
<td></td>
<td>– Managing Staff Email web page</td>
</tr>
</tbody>
</table>

1. PURPOSE AND SCOPE

The purpose of this policy is to ensure that the email system is utilised productively for professional communications in support of the University’s, teaching and learning, research and administrative activities.

All users of the University’s information systems should be aware of their responsibilities as described in the Acceptable Use of IT Facilities policy (C-22)

2. ACCESS TO THE UNIVERSITY EMAIL ENVIRONMENT

Access to the University email environment is available to all users with authorised accounts as specified in Acceptable Use of IT Facilities policy.

Staff do not need to apply for an e-mail account as this account is automatically created as part of the employment process.

Use of the Outlook email client installed on a staff desktop machine is the preferred method of access. This is the fastest, easiest and most comprehensive method for accessing email. Every staff desktop computer should have the full Outlook software installed on the machine.

An alternate method is to use a web browser to access the Exchange email account via Outlook Web Access. This method is best used within the University when staff are at a different location to their staff desktop machine, as it provides for a simple access to email. Further details on accessing email on the web are found at the Outlook Web Access Help Pages.

It is also possible to use a smart phone or tablet to access the Exchange email account. Instructions are available for Apple and Android devices.
3. ONLINE MAILBOX SPACE MANAGEMENT

To maintain the performance and reliability of the University’s email environment, size limits apply to the storage capacity for each mailbox. All users can reduce their Exchange server demands by monitoring their storage usage, deleting unwanted mail or archiving email to other storage media (e.g. desktop drives, CD-R, DVD-R). Archiving will still permit easy access to material for retrieval. Staff should liaise with their local IT support staff to ensure that local conventions for archive storage are followed and appropriate backup procedures are undertaken.

3.1 Mailbox Size Limits

The existing email infrastructure is designed to support the following characteristics:

- Size limits (or quotas) are placed on all staff mailboxes. The default size limit is 500 MB.
- The Vice Chancellor and the Executive Officer to the Vice Chancellor is provided a limit of 600 MB.
- Each PVC and their respective Executive Officer is provided a limit of 600 MB.
- Each Dean (Teaching and Learning) and Dean (Research) is provided a limit of 600 MB.
- Each Head of School is provided a limit of 600 MB.
- Each Director of a Unit is provided a limit of 600 MB.
- Each Director of a Research Institute is provided a limit of 600 MB.
- Each Program Director is provided a limit of 600 MB.
- Each Chairman of a Research Committee is provided a limit of 600 MB.

3.2 Mailbox Notifications and Restrictions

To assist the user in managing their mailbox space the following applies:

- Warning notifications are sent to a user when their mailbox size is within 100 MB of their quota size limit.
- If the user continues to add to their mailbox size they will be prohibited from sending email once their mailbox size is within 50 MB of their size limit.
- Once the size limit is reached, the user is prohibited from sending or receiving email. Any email sent to them will not be received and the sender will be sent a notification that the user was unable to take delivery of their message.
4. **USE OF EXCHANGE DISTRIBUTION LISTS**

The use of distribution lists is governed by the [Guideline for Staff on Use of IT Facilities including Email and the Internet](#).

5. **USE OF SHARED MAILBOXES**

Shared mailboxes are provided as part of the email service. All requests for shared mailboxes must be approved by ISTS. Common examples are as follows:

- UniSA external events or marketing email
- Org2 and Org3 level enquiries email
- Projects

Shared mailboxes are not to be used for archiving personal email data. Requests for shared mailboxes to facilitate other purposes can be forwarded to the IT Help Desk for consideration by ISTS. Requests for a shared mailbox must include:

- the role or purpose of the shared mailbox
- information detailing who requires access to the shared mailbox
- the permissions for each person requiring access
- the name of the designated owner for the shared mailbox for them to manage content and set access permissions
- approval by the Cost Centre Manager

ISTS can apply the following permission levels to each shared mailbox:

- Full access
- Full access with send-on-behalf permission
- Full access with send-as permissions

The use of shared mailboxes is subject to periodic review by ISTS to ensure appropriate use of the email system.

6. **FORMAT OF EMAIL ADDRESSES**

Staff will have an email address of the format: `firstname.lastname@unisa.edu.au`.

In the case of staff members with the same name, a middle initial will be used to differentiate the two users, such as `firstname.MiddleInitial.lastname@unisa.edu.au`

Staff email addresses of the form `abbreviation.lastname@unisa.edu.au` and `anyname@org-code.unisa.edu.au` will no longer be created. Some existing addresses of this form which are heavily used will be maintained until the staff member leaves.
7. **DELETED ACCOUNTS**

The [Guidelines for Staff on the Acceptable use of E-mail and the Internet](#) contains procedures relating to e-mail when a staff member leaves the University.

8. **USE OF EMAIL SIGNATURES**

Staff must include an email signature on all emails related to University business.

The signature should include the following details:

- Name
- Position title (including name of team, department or business unit where applicable)
- Organisation (University of South Australia)
- Physical location (building and campus)
- Telephone number using international format (+61 8 XXXX XXXX)
- Mobile number if mobile is supplied by the University
- Email address
- University’s CRICOS provider number (00121B)
- Link to the University’s home page
- Confidential content disclaimer
An appropriate picture, graphic or link to promote your business unit, team or department or an upcoming University event may be included in the signature block however drawings, pictures, maps, graphics or an inspirational or other type of quotation are unnecessary in a business communication.